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Putnam IT Security Amendment Key Part of 9/11 Legislation

WASHINGTON - Congressman Adam H. Putnam (FL-12) applauded inclusion of his Clinger-Cohen Act amendment to H.R. 10, the “9/11 Recommendations Implementation Act.”  The amendment would require agencies to include information security in the planning and acquisition phases of systems development. 
“With the growing severity of the threats facing government computer systems today, federal agencies need to ensure that security is fully integrated into every system being deployed,” said Putnam. “The Clinger-Cohen Act amendment would explicitly require federal agencies to emphasize information security from the earliest possible stages of the IT capital planning and investment decision-making process for new systems.”

The origin for amending the Clinger-Cohen Act evolved out of a recommendation made by the Corporate Information Security Working Group, a group of business, academic, and industry leaders, chaired by Congressman Putnam. This provision is an important step in Chairman Putnam’s continued efforts to improve information security at federal agencies.

“The threat climate is increasingly dangerous, and cyber security is an integral element of threat management for federal agencies,” Putnam stated. “This provision will proactively address the current threat environment in cyberspace and the growing computer and network interdependence produced by a worldwide explosion in use of the Internet by requiring information security to be an integral part of the federal acquisition process for the long term.”

“I am pleased that I could contribute to 9/11 Recommendations legislation to revamp the nation's intelligence network and improve national security,” Putnam concluded.  “This is a modest, yet important step in focusing attention and raising the level of awareness about the essential nature of information security for federal computer networks and I look forward to enactment of the entire bill.”  
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