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PUTNAM LAUNCHES CORPORATE 

INFORMATION SECURITY WORKING GROUP

Washington, D.C. -- On Wednesday afternoon, November 5, 2003, Congressman Adam Putnam, Chairman of the House Government Reform Subcommittee on Technology, Information Policy, Intergovernmental Relations and the Census convened the first meeting of the Corporate Information Security Working Group.  CISWG is made up of corporate, industry and academic leaders and will pursue a private sector-driven approach to enhancing the protection of the nation’s corporate computer networks.

Chairman Putnam released the following statement:

“I have been considering a number of alternatives that would address the severe threats and extensive vulnerabilities that exist within the networks of computer systems for business entities of all sizes throughout America.  Federal government agencies are mandated to action by the Federal Information Security Management Act (FISMA) of 2002, but we need to address the issues of information security in the private sector. 

“I have visited a variety of companies, and have determined that the matter of information security continues to be viewed, in many cases, as a technology issue, rather than a management and governance issue in the context of sound business practices.  It’s critical that we elevate network security to senior management and board rooms in the private sector. 

“My desire is that this preeminent working group will roll up their sleeves and develop a meaningful approach that will address the issue and create a broad consensus of support without government intervention.

“Given the magnitude of the threat and the depth of the vulnerabilities that exist today, it is imperative that we address this matter aggressively and collaboratively in order to enhance the protection of the nation’s information networks on behalf of the American people and the U. S. economy.”

The group will meet periodically through the fall and winter in hopes of concluding on a consensus strategy to secure business networks. 

Members of the working group include:

Harris Miller-President


Information Technology Association of America 

Rick White-President & CEO


TechNet

Bruce Josten-Executive Vice President
U. S. Chamber of Commerce

Robert Holleyman-President & CEO

Business Software Alliance

Dave McCurdy-Executive Director

Internet Security Alliance



 -President


Electronics Industry Alliance

Alan Paller-Director of Research

The SANS Institute

Rhett Dawson-President & CEO

Information Technology Industry Council

Marian Hopkins-Director of Public Policy
Business Roundtable

William Moroney-President & CEO

United Telecom Council

Jerry Jasinowski-President


National Association of Manufacturers

Rhonda Maclean-Chairman


Financial Services Sector Coordinating Council

Ty Sagalow-Executive Vice President
AIG e-Business Risk Solutions

John McCarthy-Executive Director

Critical Infrastructure Protection Project

Mark Lindig- Partner-In-Charge 

Information Risk Management
KPMG
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